
Security Policy
Company-specific security policies for the playback of videos in the Internet play a key role. One of the most important requirements is the 
prevention of unauthorized use and distribution of your videos. In some cases sensitive data and information should be not accessible to 
everyone. Protective mechanism can be set up in varying degrees, including token protection, IP-range protection or encryption of the content 
(media encryption).

As an administrator, you have the ability to define security settings in the account. Defined policies can be set on video level or as a global 
security policy.

The globally enabled security setting will always be overridden by a video-specific security setting.
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